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EVENT INFORMATION
WIFI

Network: NDIA Guest  |  Password: Next100!

SURVEY AND PARTICIPANT LIST

After the event, you will receive via email a survey and list of participants including names and 

organizations. Please complete the survey to make our event even more successful in the future.

EVENT CONTACTS

Andrea Lane, CMP, DES

Meeting Manager

(703) 247-2554  |  alane@NDIA.org

George Webster

Program Manager, Divisions

(703) 247-9491  |  gwebster@NDIA.org

SPEAKER GIFTS

In lieu of speaker gifts, a donation is being made to the Fisher House Foundation.

HARASSMENT STATEMENT

NDIA is committed to providing a professional environment free from physical, psychological and verbal 

harassment. NDIA will not tolerate harassment of any kind, including but not limited to harassment based 

on ethnicity, religion, disability, physical appearance, gender, or sexual orientation. This policy applies 

to all participants and attendees at NDIA conferences, meetings and events. Harassment includes 

offensive gestures and verbal comments, deliberate intimidation, stalking, following, inappropriate 

photography and recording, sustained disruption of talks or other events, inappropriate physical contact, 

and unwelcome attention. Participants requested to cease harassing behavior are expected to comply 

immediately, and failure will serve as grounds for revoking access to the NDIA event.

EVENT CODE OF CONDUCT

NDIA’s Event Code of Conduct applies to all National Defense Industrial Association (NDIA), National 

Training & Simulation Association (NTSA), and Women In Defense (WID) meeting-related events, 

whether in person at public or private facilities, online, or during virtual events. NDIA, NTSA, and WID 

are committed to providing a productive and welcoming environment for all participants. All participants 

are expected to abide by this code as well as NDIA’s ethical principles and practices. Visit NDIA.org/

CodeOfConduct to review the full policy.



3

AGENDA
9:00 – 10:45 am REGISTRATION

NDIA RECEPTION

9:00 – 9:30 am BREAKFAST
EISENHOWER 

9:30 – 9:40 am WELCOME
EISENHOWER 

Dr. Michelle Atchison
Director of Federal Relations, The University of Texas San Antonio 
Vice Chair, NDIA Science & Engineering Technology (S&ET) Division

James Chew
Global Group Director, Aerospace & Defense, Cadence Design Systems 
Chair, NDIA Science & Engineering Technology (S&ET) Division

9:40 – 10:25 am FEATURED SPEAKER
EISENHOWER

Robert Rohrer
Director, National Insider Threat Task Force, National Counterintelligence and 
Security Center (NCSC)

10:25 – 10:40 am QUESTION & ANSWER SESSION
EISENHOWER 

10:40 – 10:45 am FEATURED SPEAKER
EISENHOWER

Brig Gen Guy Walsh, USAF (Ret)
NSCC Executive Director, The University of Texas San Antonio 
Chair, NDIA Cyber-Augmented Operations Division

10:45 am ADJOURN

NDIA has a policy of strict compliance with federal and state antitrust laws. The antitrust laws prohibit 
competitors from engaging in actions that could result in an unreasonable restraint of trade. Consequently, 
NDIA members must avoid discussing certain topics when they are together at formal association 
membership, board, committee, and other meetings and in informal contacts with other industry members:  
prices, fees, rates, profit margins, or other terms or conditions of sale (including allowances, credit terms, and 
warranties); allocation of markets or customers or division of territories; or refusals to deal with or boycotts of 
suppliers, customers or other third parties, or topics that may lead participants not to deal with a particular 
supplier, customer or third party.
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BIOGRAPHY
ROBERT ROHRER
Director, National Insider Threat Task Force
National Counterintelligence and Security Center

Robert “Bob” Rohrer is the 

Director of the National Insider 

Threat Task Force (NITTF). 

Created in 2011 by Executive 

Order 13587, the NITTF leads the implementation 

and maturity of federal programs to deter, detect, 

and mitigate insider threats. Mr. Rohrer also serves as 

the Assistant Director for Enterprise Threat Mitigation 

at the National Counterintelligence and Security 

Center (NCSC). In this role, Mr. Rohrer leads the 

National Operations Security (OPSEC) program, and 

promotes the integration of insider threat, defensive 

counterintelligence, and security disciplines across 

the public and private sectors in support of national 

security and counterintelligence strategic goals.

Mr. Rohrer previously served as the NCSC Deputy 

Assistant Director for Mission Integration in 2020, 

and the Deputy Director of the NITTF from 2017 to 

2019.  Mr. Rohrer joined the NITTF in March 2015, 

with a broad spectrum of experience in criminal 

and national security investigation, physical and 

electronic surveillance, and intelligence operations, 

counterterrorism, and counterintelligence.

Mr. Rohrer came to Washington DC in 2003, with 

the creation of the Department of Homeland Security 

(DHS).  He was part of the U.S. Immigration and 

Customs Enforcement (ICE) transition team, merging 

legacy customs and immigration investigations 

programs into one organization.  At ICE Headquarters, 

Mr. Rohrer served as the the Chief of the ICE Critical 

Infrastructure Protection Unit, the Chief of the ICE 

National Security Unit, and the Senior ICE Liaison 

to the Intelligence Community.  Mr. Rohrer began 

his career in 1992 as a Special Agent with the US 

Immigration and Naturalization Service (INS) in Los 

Angeles, working large-scale investigations of human 

smuggling/trafficking, document/benefit fraud, and 

other federal crimes. 

Mr. Rohrer has a Bachelor of Science in Criminal 

Justice from California State University at Long Beach, 

and a Master of Science in Technology Management/

Homeland Security Management from the University of 

Maryland, University College.

THANK YOU TO  
OUR SPONSOR


