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SCHEDULE AT A GLANCE
Networking Breakfast
Woodland Foyer
7:00 – 8:00 am

General Session
Cypress / Oakbrook
8:00 am – 5:00 pm

Morning Break
Woodland Foyer
10:15 – 10:45 am

Networking Lunch
Banyan
12:15 − 1:00 pm

Afternoon Break
Woodland Foyer
3:00 – 3:30 pm
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WHO WE ARE
The National Defense Industrial Association is the trusted leader in defense 

and national security associations. As a 501(c)(3) corporate and individual 

membership association, NDIA engages thoughtful and innovative leaders to 

exchange ideas, information, and capabilities that lead to the development of 

the best policies, practices, products, and technologies to ensure the safety 

and security of our nation. NDIA’s membership embodies the full spectrum 

of corporate, government, academic, and individual stakeholders who form 

a vigorous, responsive, and collaborative community in support of defense 

and national security. NDIA is proud to celebrate 100 years in support of our 

warfighters and national security. The technology used by today’s modern 

warfighter was unimaginable 100 years ago. In 1919, BG Benedict Crowell’s 

vision of a collaborative team working at the intersection of science, industry, 

government, and defense began what was to become the National Defense 

Industrial Association. For the past century, NDIA and its predecessor 

organizations have been at the heart of the mission by dedicating their time, 

expertise, and energy to ensuring our warfighters have the best training, 

equipment, and support. For more information, visit NDIA.org
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EVENT INFORMATION
LOCATION DoubleTree Tampa Airport − Westshore

4500 W. Cypress Street
Tampa, FL 33607

EVENT WEBSITE NDIA.org/CyberShop19

ATTIRE Civilian: Business Casual
Military: Class B or Uniform of the Day

SURVEY AND 
PARTICIPANT LIST

You will receive via email a survey and list of participants (name and organization) after the 
conference. Please complete the survey to help make our event even more successful in the future. 

EVENT CONTACT Andrea Lane
Meeting Manager
(703) 247-2554
alane@NDIA.org

Dave Chesebrough
Vice President, Divisions
(703) 247-2597
dchesebrough@NDIA.org

Lydia Jebaraj
Program Coordinator, Divisions
(703) 247-9491
ljebaraj@NDIA.org

SPEAKER GIFTS In lieu of speaker gifts, a donation is being made to the Fisher House Foundation.

HARASSMENT 
STATEMENT

NDIA is committed to providing a professional environment free from physical, psychological 
and verbal harassment. NDIA will not tolerate harassment of any kind, including but not 
limited to harassment based on ethnicity, religion, disability, physical appearance, gender, or 
sexual orientation. This policy applies to all participants and attendees at NDIA conferences, 
meetings and events. Harassment includes offensive gestures and verbal comments, deliberate 
intimidation, stalking, following, inappropriate photography and recording, sustained disruption 
of talks or other events, inappropriate physical contact, and unwelcome attention. Participants 
requested to cease harassing behavior are expected to comply immediately, and failure will serve 
as grounds for revoking access to the NDIA event.

Aerospace Simulation & Training
Aircrew Trainers
Applied R&D
Applied Systems Engineering
AR/VR 
Big Data
Classroom Training Products  

& Services
Cloud Computing
Computer Hardware
Construction / Mining
Consultancy/Project Management
Cyber
DIS IEEE 1278.1x or HLA 1516 Capable
Disaster Relief/Planning Simulations
Distance Learning
Distributed Simulation and Learning
Educational Products & Services
Electronic Components
Electronic Training/Synthetic 
Engineering/Damage Control Trainers
Exercise Management
Flight Simulation & Training
Gaming
Homeland Security Simulation & Training
Instructional Systems Design
LVC (Live, Virtual, Constructive)
Manufacturing
Medical Simulation & Training
 Mission Planning/Mission Rehearsal
Modeling Services
Oil, Gas, Energy
Operational & Maintenance Services
Operator/Driver Trainers
Physical Training Equipment
Pre-Brief/After Action Review 
Research & Development
Shiphandling Trainers
Simulation Security
Simulation Software
Simulation Toolkits
Small Arms Training
Small Business
Staffing/Logistics Support
STEM
Tactics Trainers
Trade Publication / Media
Training Products
Training Services
Transportation
Vehicle Trainers
Verification & Validation
Visual Computing
Visual Display Products
Weapon Systems Trainers & Equipment

T H E  W O R L D ’ S  L A R G E S T  M O D E L I N G  &  S I M U L A T I O N  E V E N T
N A T I O N A L  T R A I N I N G  A N D  S I M U L A T I O N  A S S O C I A T I O N

W W W . I I T S E C . O R G  u  D E C E M B E R  2 – 6 ,  2 0 1 9  u  O R L A N D O ,  F L O R I D A

INTERSERVICE/INDUSTRY TRAINING,  
SIMULATION & EDUCATION CONFERENCE
WINN ING  THE  WA R  OF  C OGN IT ION
BY PUSHING READINESS AND LETHALITY BOUNDARIES

Why I/ITSEC?

u 16,200 attendees

u  485 exhibitors 

u  186,000 sq ft exhibit hall

u  1,800 international 

attendees, from 50 

countries

IITSEC2019CDRAdFull.indd   1 3/12/19   4:15 PM

INTERSERVICE/INDUSTRY TRAINING, 
SIMULATION & EDUCATION CONFERENCE

THE FUTURE IS NOW

NOVEMBER 30 – DECEMBER 3, 2020 u WWW.IITSEC.ORG u ORLANDO, FLORIDA



4

AGENDA
WEDNESDAY, NOVEMBER 13

7:00 am – 5:00 pm REGISTRATION
WOODLAND FOYER

7:00 – 8:00 am NETWORKING BREAKFAST
WOODLAND FOYER

8:00 – 8:15 am WELCOME AND OVERVIEW
CYPRESS / OAKBROOK

MG James Boozer, Sr., USA (Ret)
Chief of Staff, National Defense Industrial Association

Richard Gearing
President, Greater Tampa Chapter, NDIA 
Senior Capture Manager, Huntington Ingalls Industries 

8:15 – 9:15 am CYBERSECURITY MATURITY MODEL CERTIFICATION AND SCRM
CYPRESS / OAKBROOK 

Katie Arrington
Special Assistant to the Assistant Secretary of Defense for Acquisition for Cyber, 
Office of the Under Secretary of Defense for Acquisition and Sustainment, Department of Defense

9:15 – 10:15 am AIR FORCE CYBER RESILIENCY FOR WEAPONS SYSTEMS 
AND SUPPLY CHAINS
CYPRESS / OAKBROOK 

Daniel Holtzman
Technical Director, Cyber Resiliency Office for Weapons Systems (CROWS), U.S. Air Force

Jeffrey Stanley
Deputy Assistant Secretary of the Air Force for Science, Technology and Engineering,  
Office of the Assistant Secretary of the Air Force for Acquisition and Logistics

10:15 – 10:45 am NETWORKING BREAK
WOODLAND FOYER

10:45 – 11:15 am NIST SPECIAL PUBLICATION 800-37, REVISION 2: RISK MANAGEMENT 
FRAMEWORK FOR INFORMATION SYSTEMS AND ORGANIZATIONS
A System Life Cycle Approach for Security and Privacy
CYPRESS / OAKBROOK

Celia Paulsen
Security Engineering and Risk Management Group, NIST
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11:15 am – 12:15 pm CYBER-SCRM PANEL DISCUSSION: NDIA CYBER-SCRM 
COMMUNITY OF INTEREST
CYPRESS / OAKBROOK

Robert Metzger
Shareholder, Rogers Joseph O’Donnell 
Moderator

Jeff Chang
Supply Chain Cybersecurity Officer,  
Lockheed Martin Corporation

Donald Davidson
Director, Cyber-SCRM Programs, Synopsys

John Serrano 
Quality & Mission Excellence (Q&ME) Supplier Quality Engineer, 
Northrop Grumman Corporation

12:15 – 1:00 pm NETWORKING LUNCH
BANYAN

1:00 – 1:45 pm DELIVER UNCOMPROMISED - ONE YEAR LATER
CYPRESS / OAKBROOK 

Robert Metzger
Shareholder, Rogers Joseph O’Donnell

1:45 – 2:30 pm SUPPLY CHAIN VISIBILITY BEYOND DIRECT SUPPLIERS: HAVING N-TIER 
VISIBILITY TO CYBER RISK EXOSTAR
CYPRESS / OAKBROOK 

Stuart Itkin
Vice President, Marketing and Product Management, EXOSTAR, LLC

TRIAD 
2020 WINTER MEETING 
 
SAVE THE DATE

Mark your calendars to participate in the exchange of pertinent 
information concerning small and diverse business utilization, legislative 
changes, and the impact on government prime contractors. You won’t 
want to miss this opportunity to be a part of the TRIAD mission to further 
an open exchange and promote broad-based government-industry 
comunications, cooperation, and understanding.

 
February 11  |  New Orleans, LA  |  NDIA.org/TRIADFeb20
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2:30 – 3:00 pm THE HYBRID CLOUD IS BROKEN
CYPRESS / OAKBROOK 

Robert Guidry
Founder and CEO, Sc2 Corporation

3:00 – 3:30 pm NETWORKING BREAK
WOODLAND FOYER

3:30 – 4:15 pm THE STATE OF COMPLIANCE
CYPRESS / OAKBROOK 

Samuel Morthland
Principal, Sera-Brynn, LLC

4:15 – 5:00 pm THE 2019 NDIA CYBERSECURITY SURVEY FINDINGS
CYPRESS / OAKBROOK 

Corbin Evans
Director, Regulatory Policy, NDIA

5:00 pm WORKSHOP ADJOURNMENT

 

31ST ANNUAL NDIA

SO/LIC 
SYMPOSIUM 
REGISTER TODAY
Special Operations Forces and Great Power 
Competition  

Attend this newly redesigned event—with its enhanced 
attendee experience and greater facilitation of discussions—
to expand on the importance of SO/LIC forces in our national 
security strategy. By creating partnerships and inspiring 
innovation, this symposium fuels a sense of agency and 

urgency as attendees address the new threat environment.

March 31 – April 1 
Washington, DC  |  NDIA.org/SOLIC20
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BIOGRAPHY
KATHERINE ARRINGTON
Special Assistant to the Assistant Secretary of Defense for Acquisition for Cyber
Office of the Under Secretary of Defense for Acquisition and Sustainment, Department of Defense

Katherine “Katie” 
Arrington currently is 
the Special Assistant 
to the Assistant 

Secretary of Defense for Acquisition, ASD(A), 
for Cyber. In this position, she serves as 
the central hub and integrator within the 
Office of the Under Secretary of Defense for 
Acquisition and Sustainment, OUSD(A&S), to 
align acquisition cyber strategy.

As the cyber lead and programmatic analytic 
advisor for strategic cyber programs, Ms. 
Arrington is responsible for conducting 
analysis within the major defense acquisition 
program portfolio and across the Department 
of Defense. This cross functional analysis will 
ensure transparency within the acquisition 

strategy, interoperability between enterprise 
networks, and compliance strategies for 
cyber initiatives. She also meets with key 
cyber personnel (across both DoD and 
Federal Agencies) as well as legislators to 
ensure that changes made in the National 
Defense Authorization Act (NDAA) are 
supportive in reaching the goals of decreased 
spending and increased compliance with 
current and future standards. The final focal 
point will be on protecting the Department’s 
intellectual property/data and securing our 
weapon systems and critical infrastructure.

Before assuming her position in OUSD(A&S), 
Ms. Arrington had an extensive career as a 
legislator and senior cyber executive. Ms. 
Arrington was a candidate for South Carolina 

U.S. House of Representative 2018 and 
a South Carolina State Representative for 
2 terms. She has substantial experience 
and capabilities in cyber strategy, policy, 
enablement, and implementation across 
a wide range of domains, including DoD, 
Federal, Healthcare, and State. She acquired 
her experience in cyber over the past 15 
years with Booz Allen Hamilton, Centuria 
Corporation, and Dispersive Networks. 
This experience has given her the unique 
opportunity of working at a large business, 
small business, and non-traditional 
contractor for the government. She attended 
Canisius College in Buffalo, NY.

THANK YOU TO OUR SPONSORS
PREMIER SPONSOR

NETWORKING LUNCH SPONSOR

SMALL BUSINESS PARTNERS

NDIA has a policy of strict compliance with federal and state antitrust laws. The antitrust laws prohibit competitors from engaging in actions 
that could result in an unreasonable restraint of trade. Consequently, NDIA members must avoid discussing certain topics when they are 
together at formal association membership, board, committee, and other meetings and in informal contacts with other industry members: 
prices, fees, rates, profit margins, or other terms or conditions of sale (including allowances, credit terms, and warranties); allocation of 
markets or customers or division of territories; or refusals to deal with or boycotts of suppliers, customers or other third parties, or topics that 
may lead participants not to deal with a particular supplier, customer or third party.



2020  
PACIFIC OPERATIONAL 
SCIENCE & TECHNOLOGY 
(POST) CONFERENCE

SAVE THE DATE 
Forward Together – Strengthening Partnership,  

Presence, and Military Readiness

 

Join experts in science, technology, and security for this premier event, hosted in 

conjunction with the U.S. Indo-Pacific Command, to identify practical solutions to 

operational challenges in the region given the shifting security environment. Don’t 

miss this chance to strengthen our presence in the Indo-Pacific and fortify our 

partnerships by participating in workshops, discovering emerging capabilities, and 

mitigating vulnerabilities. 

 

March 9 – 13  |  Honolulu, HI  |  NDIA.org/POST


