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Intelligence Implementation of Acquisition Agility and 
Integration with Systems Engineering Processes

Effective integration of intelligence can save time, money and ensure programs can defeat future threats
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INTEL: What it is; What it isn't

ü I will cover:

V Acquisition Agility Act (NDAA 2017) 

and Threat provisions

V Three major Touchpoints for Intelligence

V Including  Intelligence in the Request for Proposal

V Managing Requirements and Specifications

V Some Examples

V Views on how intelligence can support the process

V Future Engagement with NDIA

Enabling Decisive Operations While Transforming in the Breach
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Question: How many acquisition intelligence professionals are there in 

the Services?

Answer: Currently, there are 470 Acquisition Intelligence Professionals 
(0.34% of the combined MILDEPT acquisition workforce)

Army = 99
Navy = 84
Marine Corps = 9 
Air Force = 278

Trivia
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Why the Acquisition Agility Act?

Conventional Department of Defense (DoD) acquisition system (DAS) is ñnot 

sufficiently agile to support warfighter demandsò
House Committee Report 114-102 accompanying the National Defense Authorization 

Act (NDAA) for Fiscal Year 2016 (FY16)

ÅDoes not respond rapidly enough to changes in technology and threat to

respond with capability counters at the speed of relevance

Å Is a linear model, an iterative model with manual feedback required

FY17 NDAA Acquisition Agility Act (AAA) changes the way capabilities are 

acquired so they are more flexible to: 
ÅReact to and remain ahead of emerging threats

ÅTake advantage of emerging technologies

Å Increase interoperability

ÅReduce schedule/decrease cost

ÅOther sustainment benefits

AAA requires changes to the way we do acquisition and has far-

reaching consequences to the Defense Acquisition System (DAS)
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FY17 NDAA AAA Sections

FY17 NDAA AAA includes the following 
five sections:

Å Section 805: Modular Open System 
Approach (MOSA) in Development of 
Major Weapon Systems

Å Section 806: Development, Prototyping, 
and Deployment of Weapon Systems 
Components or Technology

Å Section 807: Cost, Schedule, and 
Performance of Major Defense 
Acquisition Programs

Å Section 808: Transparency in Major 
Defense Acquisition Programs

Å Section 809: Amendments Relating to 
Technical Data Rights

Å

Sections 805 ï807 create new ñChapter 
144B ïWeapon Systems Development and 
Related Mattersò in Title 10, United States 
Code (USC)

Sections address all aspects of DoD acquisition 
(requirements, acquisition, budgeting) 

Sections 805 ï809 amend other existing 
sections of Title 10 related to acquisition:

Sec. 2320 (Technical Data Rights), 2366a 
(Milestone A (MS A) approval), 2366b (Milestone B 
(MS B) approval), 2430 (MDAP defined), 2432 
(Selected Acquisition Reports) and 2547 (MDAP 
requirements)

Technical Data Rights pertaining to Major System 
Interfaces a key MOSA/Acquisition consideration
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References:
όмύ {9/Φ улрΦ ah5¦[!w ht9b {¸{¢9a !ttwh!/I Lb 59±9[hta9b¢ hC a!Whw ²9!thb {¸{¢9a{Υ ΨΨ/I!t¢9w мпп.τWEAPON SYSTEMS DEVELOPMENT
AND RELATED MATTERS
όŀύ ΨΨ§нппсŀΦ wŜǉǳƛǊŜƳŜƴǘ ŦƻǊ ƳƻŘǳƭŀǊ ƻǇŜƴ ǎȅǎǘŜƳ ŀǇǇǊƻŀŎƘ ƛƴ ƳŀƧƻǊ ŘŜŦŜƴǎŜ ŀŎǉǳƛǎƛǘƛƻƴ ǇǊƻƎǊŀƳǎΤ ŘŜŦƛƴƛǘƛƻƴǎέΥ
όōύ ΨΨ§ 2446b. Requirement to address modular open system approach in program capabilities development and acquisition weapon system deǎƛƎƴέ
(2) SEC. 807. COST, SCHEDULE, AND PERFORMANCE OF MAJOR DEFENSE ACQUISITION PROGRAMS.: Chapter 144B SUBCHAPTER IIIτCOST, SCHEDULE, AND PERFORMANCE
OF MAJOR DEFENSE ACQUISITION PROGRAMS
όŀύ ΨΨ§нппуŀΦ tǊƻƎǊŀƳ ŎƻǎǘΣ ŦƛŜƭŘƛƴƎΣ ŀƴŘ ǇŜǊŦƻǊƳŀƴŎŜ Ǝƻŀƭǎ ƛƴ ǇƭŀƴƴƛƴƎ ƳŀƧƻǊ ŘŜŦŜƴǎŜ ŀŎǉǳƛǎƛǘƛƻƴ ǇǊƻƎǊŀƳǎέ

Key Threat Requirements in AAA (NDAA-17)

Å (1)(a) MODULAR OPEN SYSTEM APPROACH REQUIREMENT: 

òincludes a subsystem or assembly that is likely to have additional 

capability requirements, is likely to change because of evolving technology 

or threat,ò

Å(1)(b) PROGRAM CAPABILITY DOCUMENT: ña program capability 

document (i.e. CDD) for a major defense acquisition program shall identify 

and characterize ð the extent to which requirements for system 

performance are likely to evolve during the life cycle of the system 

because of evolving technology, threat, or interoperability needsò

Å (2)(a) PROGRAM COST, FIELDING, AND PERFORMANCE GOALS:  

"incorporate program planning that anticipates the evolution of capabilities 

to meet changing threats, technology insertion, and interoperabilityò

MOSA Design Threat consideration

Requirements/JCIDS Threat consideration

Performance/Goals Threat consideration
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Focus Areas in Implementing Threat in AAA 

Near Term:
Å Improving Intelligence Threat assessments 

for Acquisition: 
ÅAdjusting timelines and timeliness of threat 

assessments to meet speed of relevance in adversaries 

technology adoption and capability use

ÅAdjusting content of threat assessments to meet direct 

decision-making needs of program and their Systems of 

Systems portfolio WRT countering new or evolving 

threats

ÅProviding dynamic threat products such as VOLT(1) 

that are useful to PMôs in developing their counter-threat 

capability plans and implementation

Å Influencing Acquisition:
ÅInclude Intelligence in pre-program planning   

ÅInclude Intelligence in Request for Proposal (RFP)

ÅInclude Intelligence in Systems engineering planning 

and practice for Defense capabilities

ÅInclude Intelligence in Engineering specifications and 

processes

End State:
Å Integrated Threat awareness and countering 

planning into the DAS at all levels

Å Intel an integral part of Systems Engineering in 

defense capability programs

Å Threat models with current and realistic projected 

threat capabilities in Mission Engineering and 

Model-Based Systems engineering (MBSE) for 

defense capability programs

Å Validated Threat information shared with industry 

for informing internal Mission Engineering IRAD 

and Defense capability development

Å Direct linkage between Threat and engineering 

specifications in acquisition RFP and other DAS 

processes

(1) Validated Online Lifecycle Threat (VOLT): system-specific VOLT Report to 
support capability development and PM assessments of mission needs and 
capability gaps against likely threat capabilities at Initial Operational Capability 
(IOC) + 10 years
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AAA Implementation Framework

Integrated Technical and Business Strategies to Achieve the Benefits
Implement AAA using opportunities to streamline acquisition

Determine Requirements

Å Interoperability

Å Threat Evolution

ÅTechnology Insertion

Å Initial Operational Capability

Plan Acquisition

ÅCost

ÅSchedule

ÅTechnology 

Refresh

ÅTech Data 

Rights

ÅMOSA 

Strategy 

(Threat 

Response)

Å Interfaces

ÅStandards

Plan Prototyping

ÅMajor Component Evolution

Perform Analysis of Alternatives

ÅPrograms with MOSA

ÅPerformance against Threat

ÅPrototyping Projects

Prompting

Oversight

Sync Programs with 

Prototypes

Implement MOSA :

ÅTargeting evolving/rapidly 

changing  Technology and 

Threat

Establish and implement:

Å Interfaces

ÅStandards

ÅTechnical Data Rights

Acquisition and Prototyping

Establish Goals

Cost, Fielding, Quantities, and Performance (Threat Performance)

Report Progress
Perform Independent Technical Risk Assessments 

(ITRAs) (Risk due to Threat)

MOSA Determinations
made in response to Threat
become integral part of
acquisition in all AAA phases



Click to edit Master title style
UNCLASS/FOUO

National Defense Industrial Association

February 2019

UNCLASSIFIED

CBA ςAoAςICD/Draft CDD

MS A

ωGoal: Requirements 
informed by intelligence
ωParticipate in JCIDS
ωKPPs/KSAs threat 
informed
ωDefine trade space (T/O)
ωScenario review

ωVerify planning figures

ωReliance on threat data

ωtǊƻǾƛŘŜ ǘƘŜ ά{ƻ ǿƘŀǘέ

CDD - Development RFP -
Design Reviews

MS B

ωGoal: Effective 
Engineering solutions

ωParticipate in RFP

ωRefine trade space

ωIdentify key technology

ωTechnology protection

ωReliance on threat data

ωOperational environment

ωtǊƻǾƛŘŜ ǘƘŜ ά{ƻ ǿƘŀǘέ

TEMP - SEP w/DSM - CPD

Operational Testing

MS C

ωGoal: Threat 
representations available 
to support testing

ωAvailability of threat data

ωValidation and 
accreditation

ωOPFOR training

ωOn site threat validation

Three Major Touchpoints

Products:
Å VOLT and CIPs
Å Threat paragraph in 

ICD/CDD and TEMP
Å Initial IMD requirements
Å Threat Representations

Products:
Å VOLT Refresh
Å CIP Status Update
Å IMD Sufficiency
Å Threat Reps
Å Threat paragraphs

Products:
Å VOLT Refresh
Å CIP Status Update
Å IMD to support T&E
Å VV&A of threat reps
Å Update to LCSP

REQUIREMENTS ACQUISITION TESTING & EVALUATION

UNCLASSIFIEDIf we get nothing else rightéjust sitting down during these three events
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Include Intelligence in  Request for Proposal (RFP)

Recommendation:  PMO ensures performance specifications addresses threat 
parameters and intelligence data standards in applicable RFPs

Problem Statement:  
Performance specifications and contracting efforts are often inflexible and difficult to 

change while projected threat and target environment continues to evolve at IOC/IOC+10

Current MIL-STD do not support standard identification of intelligence data (e.g. IMD) 

requirements

Action Items:
Update appropriate chapter in DAG to include acq-intel in RFP working group (OPR:  

OUSD(A&S)/Service AC) (Timeline: 3 months)

Update DAG, Chapter 7 (Intelligence Support to Acquisition) (OPR: Acquisition 

Intelligence Cell) (Timeline: 3 months)

Lead development of sample language for inclusion of threat parameters and intelligence 

data standards in RFP  (OPR: OUSD(A&S), ASD(A)) (Timeline: 6 months)

Develop MIL-HDBK/SPC/STD to support standard identification and integration of 

intelligence data into system engineering (OPR: DIA (TLA-4)) (Timeline: 1 year)

11

UNCLASSIFIED
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Developing a Request for Proposal

ÅDeveloping an RFP for an ACAT 1D system, that results in an award, 

can take 12-24 months before a selection is made.

ÅThe RFP package is the business implementation of the operational 

requirements of the CDD and the Acquisition Strategy.

ÅDeveloping the RFP will set in motion a set of activities that will have 

lasting effects for decades.

ÅMistakes can be costly and time consuming.

ÅSystem engineers working with contracts and legal professionals 

coordinate the development of technical requirements of the RFPs to 

implement an approved Acquisition Strategy
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Benefits of Early Systems Engineering

SEôs can help save $ôs / Time by working to achieve ALL user 

objectives from the start ïtechnical performance, supportability, 

financial, and programmatic

8%
20 %

72%

M I L E S T O N E S

SYSTEM
R&D

SYSTEM  
ACQUISITION

OPERATIONS
& SUPPORT

YEARS DISPOSAL

PRODUCTION

Nominal Life Cycle Cost
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Out of 
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Statement of Work ($OW)

ÅState specifically all work to be performed on the contract, the manner in which that work is 
documented, and how and when any product should be delivered

ÅConfusing language is often to the benefit of the contractor; sometimes cost the government 
more money

ÅEvery SHALL statement costs money; unless it simplifies choices that could be costly
ÅMost of the content in a SOW is generated by the technical team and system engineers must

balance the needs of the functional experts against the budget and schedule
ÅSome programs manage the SOW in DOORS in the same manner as the performance 

specifications and interface control documents were.
ÅNeed to consider language that supports integration of acquisition intelligence resources (i.e. 

threat steering group, CPI determination, IMD determination, etc.)

Reference: MIL-HDBK-245C (Handbook for Preparation of Statement of Work (SOW))
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Managing Requirements

ÅIn the course of developing performance specifications and/or interface control 

documents, 1000s of requirements (SHALL statements) can be generated.

Å Each of those requirements has to be justified because each ñSHALL statementò costs 

money.

Å Traceability is how that justification is accomplished

Å To help manage each of those requirements, some programs rely on  commercial 

Model-Based Systems Engineering Tools (e.g. (MagicDraw, Rational Rhapsody, Visual 

Paradigmé., etc.) and specific requirements management tools: ( e.g Rational 

DOORS, Enterprise Architect, Jira etc.).

o These Digital Engineering tools allow connection of requirements between 

specifications (traceability) and enforce configuration management and history. 

o The MBSE tools allow direct modeling of system performance

o Acquisition intelligence can play a vital role in tracking threat against system 

performance specifications and provide early warning
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Traceability = Accountability

CDD/VOLT

System Performance Specification

Performance Specification

Guidance Section Performance Spec

Missile Bus 

Requirements cost money and best intentions are still GOLD PLATING.
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Traceability = Accountability
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Traceability = Accountability
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Some Examples
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Future Cannon and Tradespace

And a story on why informing requirements 

with intelligence is so critical
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From Requirements to Solutions



Click to edit Master title style
UNCLASS/FOUO

National Defense Industrial Association

February 2019

UNCLASSIFIEDThresholds arenôt ñstretchò goalsðmust be achievable in time/money

Cannon Requirements Decision Space

UNCLASSIFIED
Parameter Requirement Impact Threat

Cost Schedule Performance

Weapon System 
Reliability

75-83%? 

probability of 

completing an 18 

hr combat 

mission; 62 hrs

MTBSA

Increased test 
costτtest, fix

Increasedtesting 
time

Linked to 
operational need

High reliabilityτ
simple designs

Mobility Similar as previous 
models

Developmentof 
improved engine

Linked to 
developmentof 
improvements

Degradation due to 
weight increase

Very mobilewith 
engine upgrades, 
suspension, tires

Range 35 km Improvedcannon 
and munitions

Increased testing at 
longer ranges

Increased 
performance with 
improved 
warheaads

55-70 km range

Rate of Fire T - 4 rounds/minfor 
unguided
O ς6 rounds/min

Increaseswith each 
element 

Increasedtesting 
time to prove out 
increased rate

Increased ability to 
service targets from 
less platforms

Limited night/ 
degraded opns
Image intensifiers 
and thermal

Ammunition 
Storage

T/O ς39 rounds No increased cost 60-70 rounds

EmbeddedTraining On-board 
embedded tng

Factor in cost to 
maintain

Increased testing Considerif actually 
used

No embedded
training

Degraded 
Operations

Ability to engage 
targets in manual 
mode

$No additional cost
ςusing modified 
chassis

Increased test time Reduced crew 
members could 
impact

Degraded operation 
capable

UNCLASSIFIED
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Rate of Fire ïBased on What?!
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When Requirements to Specifications is Easy

Key performance parameter.

ü T: Range of 40 km; O: 70 km
ü Stow 39 rounds
ü Rate of fire: 4 rdsper min

Engineering specification.

ü T: Range of 40 km; O: 70 km
ü Stow 39 rounds
ü Rate of fire: 4 rdsper min
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GPS Jammers

ÅUS/NATO reliance on GPS pervasive 
and growing 
ÅTechnology modest in cost but 
effective
üJamming inexpensive compared to 
anti-jam protection
ÅGood example of asymmetric 
warfare
üWide frequency coverage, high 
power
üMultitasking: GPS, cell phones, 
multi-channel radio relay
High cost and complexity usually 
limit total numbers deployed

WF-K6
ü 5 watt
ü 4G 6 bands High Power

TRC 274
ü1-3000 MHz
üMulti-mode, spot jamming, Smart Chirp

AviaconversiyaIII
ü8 watt
üPortable, lightweight
üClaimed effective against US GPS and 
Russian GLONASS

25
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When Requirements to Specifications is NOT so Easy

Performance specification: 

GPS Anti-jam Performance 

Under jamming conditions; the 

GPS receiver/antenna shall be 

capable of providing 20 dB J/S 

during a direct P(Y) acquisition 

and 35 dB J/S during aided 

track in the operating 

environment. 

Requirement: Operate in a GPS-
contested environment with less 
than 10m circular error 
probability.  
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Radiofrequency Weapon Threat

ÅWeapons that radiate strong 
electromagnetic pulses for the purpose of 
attacking electronic targets.

ÅRelated terminology:
ü Directed Energy Weapon ςlasers, 

particle beams, RFW
ü High Power Microwaveτsynonymous 

with RFW but higher frequency beam 
weapons

ü Ultra-WidebandτEMP with very 
broad frequency content

ü Non-Nuclear EMPτsynonomouswith 
RFW but contrasting with nuclear 
EMP

27

For over 6 years, Huang Wenhuaand his team at the 
Northwest Institute of Nuclear Technology in Xi'an have 
been working on a potent microwave weapon. This one, 
which recently won China's National Science and 
Technology Progress Award, is small enough to fit on a 
lab work bench, making it theoretically portable enough 
for land vehicles and aircraft.

The RanetsE is a High Power Microwave (HPM) weapon system intended to 
produce electrically lethal damage or disruption and dysfunction in opposing 
airborne systems, be they aircraft or guided munitions in flight. The system 
was first disclosed by Rosoboronexportin 2001, but little technical detail has 
been disclosed since then. The weapon uses an X-band pulsed 500 
MegaWattHPM source, generating 10 to 20 nanosecond pulses at a 500 Hz 
PRF, and average output power of 2.5 to 5 kiloWatts. The antenna is large 
enough to provide a gain of 45 to 50 dB in the X-band. The weapon has been 
described as aάǊŀŘƛƻ-ŦǊŜǉǳŜƴŎȅ Ŏŀƴƴƻƴέ.  Russian sources credit it with a 
lethal range of 20 miles against the electronic guidance systems of PGMs and 
aircraft avionic systems.

2018 2025 2035
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When Requirements to Specifications is NOT so Easy

Examplar

Performance specification: 

Rotary Wing Aircraft including 
UAVs operating in 8000-8400 
MHz, X-Band 7430 V/m ςrms
peak.

Requirement: 

Must operate throughout the 
world-wide electromagnetic 
environment, including 
shipboard, without affect or 
disturbance to flight critical 
functions. 

MIL-STD-464C: Electromagnetic 
Environmental Effects 
Requirements for Systems

Å Specifies EM environment 
ǘƘŀǘ ǎȅǎǘŜƳǎΩ ƻǇŜǊŀǘƛƻƴŀƭ 
performance requirements 
are met.

Å Includes all sources of EM 
radiation including RFW

What are the operational 
ranges given the most 
likely and most capable 
threat?
üDrives hardening and 

cost
üMost likely ς5 km
üMost capable ς30 km

What are the TTP 
implications?  
üImpacts CONOPS
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Future Engagement with NDIA

ÅWorkshop with industry participants for requirements/input/needs from industry perspective 

for intelligence support to acquisition in:
o MOSA

o Systems engineering processes

o Mission Engineering

o Modeling and simulation

ÅInteraction with Industry on Intelligence and Systems Engineering processes; other NDIA 

communities as needed

ÅInvolvement in ongoing NDIA Mission Engineering activities

ÅInvolvement in ongoing NDIA Acquisition Agility/MOSA activities

ÅInvolvement in NDIA Digital Engineering activities
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Questions?
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BACKUP



Click to edit Master title style
UNCLASS/FOUO

National Defense Industrial Association

February 2019

UNCLASSIFIED

MS A ςRequirements

PLAYERS
G-8, TISO, CDID/TM, TRADOCG-2, AMC G-2, FIO at labs, ARCIC/TRAC/battle labs, NGIC, DOT&E

INPUT
ISC/MSFD/JCOFA,TRADOC standardscenarios (includes TTP), CBA (FAA, FNA, FSA), AoAStudy 
Guidance, CONOPS/OMS/MP, Draft CDD (KPPs, KSAs, APAs), Intelligence Mission Data rqmts

TOOLS/PROCESSES/DATABASES
Threat SteeringGroup, CAMS, workinggroups, FMA/FME, Program of Analysis/IDIP, COLISEUM, 
IMARS/AIR ViEW, AGORA, IRCO (ICD), Integrated Threat Analysis Simulation Environment 
(ITASE), SPAR, DOTC, HOT-R

WHATTHEY WANT FROM INTELLIGENCE
Arethreat assumptions for the AoAcorrect?  Any key considerations?  Do the requirements 
make sense?  Is the trade space sufficient to meet future threats? What threat representations 
are needed for most likely/most stressing?  Are threat shortfalls captured in FMA? 

OUTPUT
Threat paragraph in ICD/CDD and TEMP; IMD determination/rqmts/prioritization/risk; CPI 
determination; key technologies; VOLT and CIPs; TTSP, Part I; M&S requirements

OVERSIGHT
AROC/JROC, ASARC/DAB, functional capability boards, AIRTF/AIRESG, TSG

Three Major Touchpoints

UNCLASSIFIEDWindow of Opportunity to Influence the draft-CDD is 45 days
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MS B ςAcquisition/ Development Request for Proposal

PLAYERS
PM/leadsystem engineer, TISO, TRADOC G-2, threatmanager, AMC G-2, foreign intelligence 
officer, ATEC, NGIC

INPUT
Acquisition decision memorandumw/acquisition program baseline, acquisition strategy,TEMP, 
system evaluation plan with data source matrix, CDD with views and intelligence supportability

TOOLS/PROCESSES/DATABASES
Threat SteeringGroup, KM/DS, designreviews (SRR/CDR), ITASE, SPAR, Program of 
Analysis/IDIP, FMA/FME, COLISEUM, IMARS/AIR ViEW, AGORA, IRCO (CDD), ITASE, HOT-R

WHATTHEY WANT FROM INTELLIGENCE
Does the request for proposal adequately translate requirements into engineering 
specifications?  Any significant changes to assessments or parametric data?  IMD, Phase III.  

OUTPUT
VOLT Refresh; TTSP, Part I Refresh; CDD Threat paragraph;TEMP Threat paragraph (including 
costing), Development RFP (1 month to write; 1 yr staff; 1 yr source selection), IMD 
rqmts/prioritization/risk mitigation

OVERSIGHT
Army OIPT, ASARC/DAB,Configuration Steering Board, AIRTF/AIRESG

Three Major Touchpoints

UNCLASSIFIEDWindow of Opportunity to Influence MS B Decision is 100 days Prior
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MS C ςTesting and Evaluation

PLAYERS
DOT&E,OTC, PM/leadtest engineer, AST Chair, TISO, TRADOC G-2, threat manager, AMC G-2, 
foreign intelligence officer, ATEC, TSMO/TMO, AMSAA, NGIC

INPUT
TEMP, System Evaluation Plan with Data Source Matrix

TOOLS/PROCESSES/DATABASES
Threat Steering Group, FMA/FME, ValidationWorking Group (DUSA-TE), Threat Accreditation 
Working Group (ATEC), IRCO (CPD), IMARS/AIR ViEW

WHATTHEY WANT FROM INTELLIGENCE
Threat TTP, Validation/Accreditation of Threat Representations/Portrayal, IMD availability to 
support testing, Update on FME affecting threat representations, M&S models

OUTPUT
VOLT Refresh; TTSP, Part II (includes accreditation reports); CPD Threat paragraph;TEMP 
Threat paragraphs (including costing); Protect-Detect-React-Restore

OVERSIGHT
DOT&E, T&E WIPT, OTRR 1-3, AIRTF/AIRESG

Three Major Touchpoints

UNCLASSIFIEDOpportunity to Influence Operational Test is 6 Months Out
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EMD RFP Attachments

1 - Statement of Work 20 - Reliability Program

2 - Performance Specifications 21 - SOP Critical Safety Item Management

3 - Deliverable Hardware Matrix 22 - SSMP

4 - Test Review Policy 23 - CPC Plan

5 - Notional Work Breakdown Structure CSDR 24 - Training Responsibility Matrix

6 ςGovernmentFurnishedProperty 25 - Risk Management Plan

7 - MRL Matrix and Definitions 26 - Contractor Performance in Government Milestone Reviews

8 - IPTs and Working Groups 27 - Parts, Materials, and  Processes Plan

9 - Document Summary List 28 - Logistics Product Data

10 - DD254 signed and SCG attached 29 - Production Readiness Process Manual

11 - Definitions 30 - Test Responsibility Matrix

12 - Acronyms 31 - Section L - Instruction for Proposal Preparation

13 - Notional Program Schedule 32 - Section M - Basis for Award

14 - HWIL Description and ICD 33 - IndustrialCapabilitiesAssessmentQuestionnaire

15 - JAMS Software Acquisition Measurement Program Plan 34 - Unit Price Tables for AP and LRIP

17 - Quality Program Plan 35 ςPre-award Survey of Prospective Contractor Accounting System Checklist

18 - TM Data Dictionary 36 - EMD LRIP SOW to CLIN Map

19 - Technical Performance Measures Exhibit A-Contract Data Requirements List

Exhibit B ITARS Memorandum
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Project Description/Background

Intelligence provides projected threat technology to inform 

development of engineering specifications.

Problem Statement

ÅIntel personnel do not participate in RFP working group.

ÅPerformance specifications will not defeat projected threat 

at IOC/IOC+10

ÅProgram design information jeopardized due to lack of 

appropriate security (No security in place at labs to support 

RFP review.

ÅMIL -STD/PRF donôt support standard identification of 

IMD requirements.

ÅSecurity access impacts VOLT dissemination.

Estimated Kick-off and Duration

ÅStart now- 1 year (3-6 months for concept & 3-6 

months for policy update (DAG))

Process Owner/Champion & Potential

Team Members

ÅOPR ïOUSD (AT&L) - policy

ÅPOC ïSoSEI

ÅTeam ïAIR ïall services, DCMA, office that 

manages Mil Standards

Goals & Objectives (include Estimated Savings)

ÅMinimize engineering change proposals (ECPs) ($) due to 

change in requirement

ÅProvide consistent AIR consensus throughout Dev RFP 

process on projected threat.

ÅPerformance specifications overmatch threat at IOC+10

ÅIMD requirements entered into IMARs

ÅIncorporate acq-intel supportability considerations into 

SoW

Action Items

ÅSystems engineering team includes acq-intel support 

into Dev RFP working group.

ÅRequirements Sponsor ensures the proper security 

classification of information (according to an official 

security classification guide or equivalent document) 

included in the RFP.  

ÅIMDC develops Mil-STD/PRF or other appropriate 

specifications to support RFPs.

Implementation Costs

ÅImplement training for acq-intel (possible TDY costs)

ÅAcq-intel support costs ($180k/yr)

ÅCI Assessments

ÅImpediments ïNon-disclosure agreements

Include Intel in Dev RFP (Idea XIII)
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Additional Request for Proposal Considerations


